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2. Dissemination of Illegal Contents
a) Terrorist Threats
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2. Dissemination of Illegal Contents
c) Fundraising



2. Dissemination of Illegal Contents
d) Dissemination of Racist & Xenophobic Material
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3. Other Use
a) Communication / Encryption



3. Other Use
b) Preparation of Conventional Attacks



Summary of Main Recommendations

• Existing conventions are generally applicable

• Some improvements are to be recommended:
– Improving signatures, ratifications and implementation
– Updating the Cybercrime Convention 

(substantive / procedural law)
– Covering terrorist threats
– Creating uniform responsibility rules for providers


